
SNS COLLEGE OF ENGINEERING 
Kurumbapalayam (Po), Coimbatore – 641 107 

AN AUTONOMOUS INSTITUTION 

 

DEPARTMENT OF CSE(IOT & CS  Including  BCT) 

Authentication Requirements 

Authentication is a fundamental process in securing communication 

systems. The key objective is to confirm the identity of the sender or the 

system and to ensure the integrity of the transmitted data. The main 

requirements for authentication are: 

1. Integrity: Ensuring that the message or data has not been altered 

during transmission or storage. 

o Without integrity, an attacker could modify the data without 

detection, leading to potential vulnerabilities. 

2. Authenticity: Ensuring that the sender of the message is who they 

claim to be. 

o This prevents impersonation attacks, where an attacker could 

masquerade as a legitimate entity. 

3. Non-repudiation: Ensuring that once a message is sent, the sender 

cannot deny sending it. 

o This is important in legal contexts, where a sender cannot 

claim that they did not send a particular message. 

4. Confidentiality (optional but often important): Ensuring that the 

message content is kept private and not accessible to unauthorized 

parties. 

o This ensures that only the intended recipient can read the 

message. 

5. Freshness: Ensuring that the message is recent and not a replay of 

a previously sent message. 

o This is typically handled by including timestamps or unique 

identifiers in the message. 



Authentication Functions 

Authentication functions are cryptographic processes designed to verify 

the identity of the sender or the authenticity of the message. These 

functions help ensure the properties mentioned above (integrity, 

authenticity, and sometimes confidentiality). 

Some primary authentication functions are: 

1. Message Authentication Codes (MACs): 

o A MAC is a short tag generated by applying a cryptographic 

algorithm to a message and a secret key. 

o It ensures that the message has not been altered and that it 

came from the legitimate sender (who knows the secret key). 

2. Digital Signatures: 

o Digital signatures use asymmetric encryption (public-key 

cryptography). The sender signs the message with their private 

key, and the receiver verifies the signature with the sender’s 

public key. 

o Digital signatures provide both authentication (because only 

the sender could have signed the message) and non-

repudiation (the sender cannot deny signing it). 

3. Hash Functions: 

o While a hash function itself does not provide authentication, it 

is often used in conjunction with MACs or digital signatures. 

A hash function processes a message and produces a fixed-

length digest. This digest can then be signed or MAC’d, thus 

authenticating the message. 

Message Authentication Codes (MACs) 

A Message Authentication Code (MAC) is used to ensure both the 

integrity and authenticity of a message. It involves a cryptographic 

algorithm that takes both the message and a secret key as inputs and 

generates a fixed-size output (the MAC). This output is typically 

appended to the message. Upon receiving the message, the receiver can 



recompute the MAC using the same key and verify that the MAC matches 

the one sent along with the message. 

How MACs Work: 

1. Sender Side: The sender generates a MAC by applying a MAC 

function to the message and the shared secret key. 
o MAC = MAC_Function(message, key) 

2. Receiver Side: The receiver computes the MAC for the received 

message using the same key and the MAC function. If the computed 

MAC matches the received MAC, it confirms that the message has 

not been tampered with and that it came from a legitimate sender. 

Types of MACs: 

1. HMAC (Hash-based MAC): 

o HMAC is based on cryptographic hash functions like SHA-

256 or SHA-3. It combines the message and a secret key using 

a specific algorithm, producing a MAC that provides strong 

security guarantees. 

o Security: HMAC is secure because it combines the 

cryptographic properties of the hash function with a secret key, 

making it resistant to attacks such as collision and preimage 

attacks. 

o Example: HMAC_SHA256(message, key) 

2. CMAC (Cipher-based MAC): 

o CMAC uses a block cipher (e.g., AES) to generate the MAC. 

It applies the block cipher in a way that is similar to HMAC, 

but instead of a hash function, it uses the block cipher. 

o Security: CMAC is secure as long as the underlying block 

cipher (such as AES) is secure. 

o Example: CMAC_AES(message, key) 

3. UMAC and VMAC: 

o These are MAC algorithms based on universal hashing and are 

designed to provide fast performance, especially for large 

messages or high-performance systems. 



o UMAC uses a universal hash function, and VMAC is a variant 

optimized for hardware acceleration. 

4. Poly1305: 

o Poly1305 is a fast MAC algorithm that is commonly used in 

conjunction with other cryptographic systems, such as in the 

ChaCha20-Poly1305 combination for authenticated 

encryption. 

o Security: Poly1305 is resistant to known attacks and is 

considered highly efficient for use in environments where 

performance is critical. 

Applications of MACs: 

1. Secure Communication: MACs are often used in secure 

communication protocols like TLS (Transport Layer Security), 

IPSec, and SSH to ensure the authenticity and integrity of messages 

exchanged between systems. 

2. Data Integrity: MACs are used in data storage systems to verify 

that data has not been altered. 

3. Cryptographic Protocols: MACs are used as part of cryptographic 

protocols to establish secure channels or verify the authenticity of 

transmitted data (e.g., in file sharing, digital payments). 

Security Considerations: 

 Key Management: Since MACs rely on a shared secret key, secure 

key distribution and management are critical. If an attacker gains 

access to the secret key, they can generate valid MACs and 

potentially tamper with messages. 

 Replay Attacks: To prevent replay attacks, additional mechanisms 

(like timestamps or unique nonces) may be required to ensure the 

freshness of the message. 

 Collision Resistance: The underlying cryptographic function 

(whether it’s a hash or block cipher) must be resistant to collision 

attacks to ensure the MAC’s security. 



 


