
Question Bank 

 

Part A 

1. List the key provisions of the IT Act 2000?  

2. Relate E-Governance and E government 

3. Outline the role of Cyber Law in preventing online fraud? 

4. Infer Certifying Authority in the context of Cyber Law? 

5. Find the purpose of Electronic Signature Certificates? 

6. Classify Cyber Crimes 

7. What is E-Governance, and how is it related to Cyber Law? 

8. Find the Significance of the IT Act 2000 in combating Cybercrime? 

9. Outline the basic guidelines for applying a certifying authority 

10. List the requirements for licensing to issue Electronic Signature Certificates?  

Part B 

 

1.  Elaborate on the concept of cybercrime. Explore its different types and 

provide examples of how they affect individuals, organizations, and 

society.  

   

 

2  Summarize the different approaches to controlling and preventing 

cybercrimes. 

   

 

  3  Examine the role and responsibilities of Certifying Authorities, and 

provide a brief overview of the guidelines for becoming a certifying 

authority. 

   

 

4  Evaluate the impact of electronic signatures on Cybercrimes and digital 

security. 

   

 

 

 

5  Analyze the provisions of the Information Technology Act 2000 and 

emphasize the key sections that deal with cybercrime, including the 

penalties and offenses outlined. 

   

 

 6.  Discuss the implications of legal recognition of electronic records in the 

context of digital transactions, contracts, and business operations. 

   

. 


